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Notice Inviting E-Tender 

 

E-Tender No.: CIRT/CC/IT Security/2023-24                                                                             Date-23/08/2023 
 

C.I.R.T., Bhosari, Pune invites E-Tender in Two Bid Systems (Technical and Financial) from authorised 

Distributors/Resellers for Renewal of Seqrite Endpoint Security Enterprise Suite Edition at C.I.R.T., Bhosari, 

Pune.  

Sr. 

No 

Description EMD Last Date for 

Online Submission 

Technical Bid 

Opening 

01  Renewal of Seqrite Endpoint Security 
Enterprise Suite Edition 

INR 5,000/- 
 

14/09/2023 
Time- 17.30 

 

15/09/2023 
Time-11.00 

 

Interested Distributors/Resellers/Dealers for Renewal of Seqrite Endpoint Security Enterprise Suite Edition, 

with valid authorisation letter of Original Equipment Manufacturer (MAF) may view and download detailed 

tender documents from  

C.I.R.T.’s e-Tender portal. 

www.cirtindia.com/tendernotice.html or https://tenderwizard.com/CIRT 

All Bids must be submitted through the Online portal. 

Salient information about the E-Tender : 

1] Who can participate in this e-Tender:  The bidders who have registered with C.I.R.T.’s e-Tender portal 

can only participate in this tender process. 

2] How to Register: 

 a) The prospective bidders have to register to CIRT e-tender portal by paying Annual Registration 

Charge of Rs. 2,000/- (+) G.S.T. (as applicable) to e-tender portal service provider through e-tender portal 

of CIRT by online payment.  On completion of the registration process, the bidders will be provided user ID 

and Password.  After receipt of User ID and Password, Bidders can log on at our e-Tender portal for 

downloading & uploading tender documents. 

 b) Tender Processing Fee (Non-Refundable) with G.S.T. (as applicable) is payable online on the 

portal of CIRT e-tendering website for applying the tender online.  

Note: Banking Transactions charges are applicable for online payment 

 3] Device requirement for participation in e-Tender :  Bidder should have valid Class III Digital Signature 

Certificate (DSC) device for participating in e-Tender. For integrity of data, its authenticity /non-repudiation 

of electronic records shall be in compliance with IT Act 2000 as amended from time to time. It is necessary 

for each user to have a Digital Certificate (DC), also referred to as Digital Signature Certificate (DSC) of Class 

III issued by a Licensed Certifying Authority (CA). The contact details for e-Tendering are furnished below:- 

 

http://www.cirtindia.com/tendernotice.html
http://www.tenderwizard.com/CIRT
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Details of the Service Provider:  

Contact Persons  
 

Mr. Sanjay Chandak 

Telephone / Email 

9665721619 

sanjay.kc@etenderwizard.coml 

twhelpdesk651@gmail.com For vendor Registration 
/ DSC/any other issue  
 regarding e- Tender Process, 
Please connect with the given 
contact details. 

  

Mr. Arijeet Kumar Contact No : 8800445981 
Email: arijeet@etenderwizard.com 

 
 Helpdesk  

 
Contact No : 01149424365 

 
Note: Above contact details are only related to technical queries pertaining to submission / upload of E-

Tender, for any other queries please email to sysadmin@cirtindia.com or contact on 020 – 67345300.   

4] Availability of Tender Documents: All bid documents (Technical and Commercial) are available ONLINE 

at CIRT’s e-Tender portal.   The registered bidders can download the Bid from these websites. If tender 

form fee of Rs.1000/- plus GST. is not received along with physical technical bid submission, the bid will be 

disqualified.  

5] Mode of Submission:    The Tender Document should be submitted in two parts: 

PART-A  TECHNICAL BID – Technical Bid shall be submitted online (all documents to be signed and scanned) 
and a hard copy of the same along with Tender form Fee and EMD vide DDs drawn in favour of Director, 
CIRT and payable at Pune, in the envelope  superscribed as Technical Bid for “Renewal of Seqrite Endpoint 
Security Enterprise Suite Edition” to be submitted by the bidder. 
Note : 1.  Bidder  should clearly mention the Tender No. and Title of  the tender which is submitted. 

            2. Technical bid must be compulsorily submitted both online and hard copy within stipulated date 

and time, failing which the bid would stand disqualified. 

            3. Exemption for Form Fee and EMD under MSME will not be entertained. 

 Part –B COMMERCIAL BID – Commercial Bid to be submitted online only. Commercial bid sent through 

hard copy will not be accepted and shall be disqualified. The bidder should submit the Commercial Bid 

online only in the attached Excel Format as detailed at Annexure – ‘F’ . 

While uploading / submitting the documents, it should be ensured that the correct tender no. and tender 

title is mentioned. 

6] All pages of Tender documents and Addenda / Corrigenda (if any) must be signed with proper official 

stamp and date by the authorized signatory of the Bidder / or authorized power of Attorney holder 

(relevant authorization document to be enclosed) at the lower right-hand corner.  

7] Bidders are advised to visit CIRT’s e-Tender portal regularly for any Addenda / Corrigenda. 

 

 

 

 

 

mailto:sanjay.kc@etenderwizard.coml
mailto:whelpdesk551@gmail.com
mailto:arijeet@etenderwizard.com


3 
 

Annexure – ‘A’ 

CENTRAL INSTITUTE OF ROAD TRANSPORT 

Post Box No.1897, Bhosari, PUNE – 411 026 (INDIA) 

Tel. (91) 20 67345300 (30 Channels)                                                 Fax  : (91) 20 67345403  

Website : www.cirtindia.com    

Notice Inviting Tender (NIT) 

Sr. No. Particulars Details 

1.  Tender Reference No.  CIRT/CC/IT Security/2023-24 

2.  Tender Publish Date 23/08/2023 

3.  Tender Title Renewal of Seqrite Endpoint Security Enterprise Suite 
Edition 

4.  Tender Issuing Authority Central Institute of Road Transport, Pune 

5.  Tender Form Fee Rs.1000/- + GST @ 18% 
(Rupees One thousand only) Plus GST to be paid through 
Demand Draft in favour of “Director CIRT” 

6.  Earnest Money Deposit Rs. 5,000/- 
(Rupees Five Thousand Only)   
through Demand Draft in favour of “DIRECTOR CIRT” 

7.  Submission of Pre-bid queries 
(For Pre-Bid Query Format Refer 
Annexure  A   )    

• On or before 1700 hrs on 29/08/2023 by email 

• Email to be sent to sysadmin@cirtindia.com  

8.  Pre-bid meeting Date, Time, and 
Mode  

On 31/08/2023 at 1430 hrs. in Online & Offline mode.    

9.  Pre-bid meeting Venue  Central Institute of Road Transport  
Conference Hall  
Pune Nasik Road, Pune 411 026 
For online Link will be sent upon receipt of request to 
sysadmin@cirtindia.com 
The request should be received on or before 1700 hrs on 
29/08/2023 by email.   

10.  Last Date of submission of online 
bids Technical & Financial 

15/09/2023 at 1730 hrs. 

11.  Physical Submission of only 
Technical Bid 

15/09/2023 by 1730 hrs. 

12.  Technical Bid Opening  18/09/2023 at 1100 hrs @ CIRT, Pune 

13.  Commercial Bid Opening  Date will be finalized on conclusion of technical bid 
evaluation.  

14.  Address for Communication and 
Submission of Technical bids  

DIRECTOR 
Central Institute of Road Transport  
Post Box. 1897, Pune Nasik Road, Pune 411026. 
Tel: 020-67345300 

15.  
Download Request for Proposal 
& Upload e-tender 

A copy of the tender document should be downloaded 
from www.cirtindia.com/tenderNotice.html or 
https://tenderwizard.com/CIRT 

  
 

 

Head-ASD 

 

 

http://www.tenderwizard.com/CIRT
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Annexure – ‘B’ 
Scope of Work 

 
Technical Specifications  

 

Technical specifications for Endpoint Security Enterprise Suite Edition 

Item 
Number 

Specification Requirements 
Compliance 

Yes /No 

1 Endpoint Security Enterprise Suite Edition subscription for 3 years  

2 Solution should be offered on-premises with Cloud features  

3 The proposed solution should have its own proprietary scan engine  

4 
Solution should offer Real-time Scanning for Local Files and Network 
Shares during Read & Write operation 

 

5 

Solution must offer the Real-time scanning that scans internet 
resources as users attempt to access them and should a) Scan 
downloads in progress.  
b) Block access to malicious websites.  
c) Detect low-reputation files 

 

6 
Solution should offer the real time protection to check the latest 
threat information from OEM online and should have the option to 
Automatically submit malware samples to OEM. 

 

8 
Solution should have a single agent for endpoint security with 
techniques like Deep Learning malware analysis, Anti-Ransomware, 
Anti Exploits, etc. 

 

9 
The Antivirus software should be an Enterprise edition. The antivirus 
solution should provide enhanced antivirus and internet protection 
for desktops, laptops & servers.  

  

10 

Should be able to prevent, detect and remove malware (of all 
descriptions), such as: computer viruses, adware, backdoors, 
Ransomware, malicious BHOs, diallers, fraud tools, hijackers, 
keyloggers, malicious LSPs, rootkits, spyware, trojan horses and 
worms. Computer security, including protection from social 
engineering techniques.  

  

11 Should have a Centralized Management Console.    

12 
Should have a Common Distribution Mechanism via combination of 
push & pull technology.  

  

13 Should support Policy Enforcement.    

14 Should have Common, Extensible Scanning Engine.    

15 

Should perform updates automatically and run in the background 
without slowing down the system. The updates shouldn`t be causing 
problems or loss of program files. If file damage occurs the software 
should repair itself with the newest working update.  

  

16 Should have 24x7 technical support.   
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Technical specifications for Endpoint Security Enterprise Suite Edition 

Item 
Number 

Specification Requirements 
Compliance 

Yes /No 

17 

Should be able to detect new classes of viruses by normal virus 
definition update mechanisms. The anti-virus solution should have 
centralized management of objects of backup storage and 
quarantine locations on all network resources in which antivirus 
software is installed. It should identify, quarantine, and remove 
viruses on infected devices without end user intervention.  

  

18 
It should recognize a missed event on a machine which was switched 
off and restart the same when machine is turned on.  

  

19 
User should be prevented from being able to uninstall the anti-virus 
software. 

  

20 Should be able to view all servers and clients from one console.    

21 
Should be able to perform manual or scheduled virus scans on 
individual computers. Alerts on virus activity should be passed on to 
administrator.  

  

23 
Able to make DVD/CD writers, USB mass storage devices read only 
to prevent data leakage.  

  

24 
Should enable administrators to launch an immediate Live Update 
session on single or multiple clients during an outbreak.  

  

25 
Should scan the body text and attachments of incoming e-mail 
messages that are delivered through mail clients.  

  

26 

Should scan in-memory processes on disk for threats. If a threat is 
detected, the running process can be terminated, same way auto 
scan should be initiated when using external device such a CD/USB 
pen drive etc.  

  

27 
Should be able to strike a balance between false positives and false 
negatives.  

  

28 
Inbound & Outbound port blocking, IP Address/subnet blocking, 
protocol blocking.  

  

29 Website blocking through Firewall. (Optional)   

30 Application Monitoring.   

31 
Module provides the entire hardware configuration and list of 
software installed on the endpoint.  

  

32 To create policy templates & deploy it to the managed groups.    

34 
Administrator should be able to add/update/delete groups and also 
add/update/delete clients in these groups based on host/hostname 
with IP Address/IP range.  

  

35 
Shall provide printing facility as well as saving the file in different 
format including .doc/.pdf/.xls of various logs/activity 
reports/History of Web browsing etc.  

  

36 
Device Control feature in monitoring USB devices that are connected 
to endpoints in the network (Shall be done by console only).  

  

37 
Application Control module to allow block/whitelist and define time 
restrictions for allowing/blocking execution of application on 
endpoints.  
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Technical specifications for Endpoint Security Enterprise Suite Edition 

Item 
Number 

Specification Requirements 
Compliance 

Yes /No 

38 
Administrator can assign privileges to clients for accessing 
removable devices such as Webcams, CD-ROM, USB devices as well 
as composite and Bluetooth devices etc.  

  

39 
Antivirus software must support and work with full functionality on 
the following Operating systems: Windows XP, Windows 7, Windows 
8.1, Windows 10, 2003, 2008, 2012, 2016 and 2019 server edition. 

  

40 A valid license subscription with full 24 *7 support.   

41 
The installed client Antivirus should not block the printer, keyboard 
and mouse connected through the USB port on endpoints.  

  

42 

The licensed server will download the latest updates from the 
internet and push it to the endpoints via corporate network or via 
the internet. The Antivirus software must be able to update and 
work in the same way on internet and LAN as well. 

  

 

Following features must be included in the antivirus software:  
a. Email protection  
b. IDS/IPS protection (Intrusion Detection and Prevention) 
c. Firewall protection  
d. Phishing protection  
e. Browsing protection  
f. Vulnerability scan  
g. Spam protection  
h. Web filtering  
i. Device control 
j. Application control  

  

43 

The antivirus & antispam software should include, but not be limited 
to below mentioned features: 
 
a. On Anti-Virus software for Server: Should be a web-based console  
b. Should have Automated Deployment feature  
c. Should have Policy based management feature 
d. Should have Active Directory integration 
e. Should support 64 / 32-bit processor  
f. Should support Windows XP, Windows 7/10/11 Operating systems  
g. Should provide email notification  
h. Should have Centralized management and reporting Should be a 
reliable scan engine and efficient virus protection Anti-Virus 
software for Clients Should provide protection against malware, 
data theft, trojan and worms;  
i. Should provide Improved and strong spyware protection and 
powerful scan engine Should support all windows desktops and 
laptops; 
j. Antivirus software must be compatible for the server configuration 
and client desktop configuration as below. 
k. The anti-virus solution should have network Attack protection. It 
should be able to inspect and drop attacks based on signatures 
(attack-fencing) and vulnerabilities (vulnerability-facing); 
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Technical specifications for Endpoint Security Enterprise Suite Edition 

Item 
Number 

Specification Requirements 
Compliance 

Yes /No 

l. The anti-virus solution should allow for simulation of unknown 
code before execution to determine malicious intent without user 
intervention;  
m. The anti-virus solution should have a Heuristic analyser that 
allows to identify and block previously unknown malware more 
efficiently including zero-day outbreaks  
n. The anti-virus solution should have capabilities of checking and 
disinfection of files in archives using the RAR, ARJ, ZIP, CAB, LHA, 
JAR, ICE formats, including password- protected files.  
o. The anti-virus solution should have cloud-based technology that 
provide ability to receive verdicts in online mode about applications 
and executable files running on computer  
p. The anti-virus solution should have protection of email 
correspondence from malware and spam. Scanning of traffic on the 
following protocols: IMAP, SMTP, POP3, regardless of the mail client 
being used; Regardless of the type of protocol (including MAPI, 
HTTP) as part of the operation of plug-ins incorporated in the mail 
program Microsoft Office Outlook.  
q. The anti-virus solution should protect SharePoint servers and 
farms against all forms of malware. DLP (Data Loss Prevention) 
functionality that provides content and file filtering capabilities, 
identifies confidential data and protects against data leakage   

 

Ability to generate reports of logs pertaining to detection of Virus, 
Malware and Spyware on daily basis and whenever demanded to 
establish the effectiveness of the antivirus and to ensure adequate 
protection of the endpoints. The anti-virus solution should provide a 
list of system resources that are continuously monitored indicating 
malware presence e.g. host files, registry.  

  

44 
Analyse client machines on the network and document vital 
statistics pertaining to entry of viruses/malware/spyware in the 
entire network.  

  

45 
Threat Management and analysis and Advanced Persistent Threat 
Intelligence, which includes reporting. 

  

 

 
Additional Notes for Endpoint Protection  

(i) OEM must have facility to download updates of antivirus definitions, software version 
update on its website.  

(ii) OEM technical team should provide the technical support either physically or through 
remote for the endpoint installation and troubleshooting. 

 
* Bids which are not complying the technical specifications will be rejected. 
 

 

 

 



8 
 

Minimum Eligibility Requirement:  

  

1 Bidder should also submit Technical Compliance as mentioned in Annexure – ‘B’ on 
Letterhead with sign and stamp with the Technical Bid. Bidder should be 
Distributor/Reseller/Dealer of the OEM.  Distributor/Reseller/Dealer of the OEM should 
submit a valid authorisation certificate (MAF) as mentioned in Annexure C to be enclosed 
along with the technical bid. 

2 Bidder should have service and support office in Pune.  A self-certified document in 
support of this must be enclosed.  

3 The bidder shall provide the Registration number of the firm along with the valid GST 
number with PAN Number allotted by the competent authorities. A self-certified document 
in support of this must be enclosed.  

4 The bidder must not be blacklisted by Central Government, State Government or 
Government of Corporations in India.  A certificate or undertaking to this effect must be 
submitted refer Annexure – ‘D’. 

5 Bidder should have executed: (a) at least one project for supplying of 140 or more endpoint 
or (b) two projects of 70 endpoints in last 3 years as on tender submission deadline. Copy 
of purchase order of the above-mentioned to be provided. 

   

Following information on OEM Letterhead with sign and stamp must accompany with the 

Technical Bid (Check List):  

1.  
Company Profile with Name, address, and telephone number of the 
firm/company  

2.  Name of the key person and his contact details (mobile/telephone number etc.)  

3.  PAN & GSTIN Certificate  

4.  
Partnership Deed/ Certificate of registration of company or any other document 
evidencing registration of the bidder  

5.  Technical Compliance sheet mentioned in Annexure – ‘B’ 

6.  Details of DD and EMD:  

7.  OEM Authorization Letter (MAF). Refer Annexure – ‘C’ 

8.  Provide the previous PO of the similar items work executed during last three 
years (attested copies of the Orders to be enclosed. Work Order value can be 
masked for privacy).  

9.  

Turnover of the bidder in the financial years: 2019-20, 2020-21 and 2021-22. 

Please attach CA certified copy of the turnover. 

10.  Self-Attested anti-blacklist letter. Refer Annexure – ‘D’ 

  

I /We hereby certify that the information furnished above is full and correct to the 

best of my/our knowledge.  

                                                                                           (Signature of the authorized Signatory)  

        Name:  

       Office Seal. 

Note 

1) It is mandatory to submit the above specified documents in support of the above Technical 
Eligibility Criteria and the Bidder shall be disqualified, if the bidder fails to provide any of the above 
specified documents. 

2) CIRT at its sole discretion may seek clarifications from any Bidder on the Technical Eligibility 
Criteria and any information submitted in his Bid. 

3) Any Bidder submitting any information regarding price/financial quote in his Technical Bid shall 
be disqualified from the Bidding Process. 
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4) The documents under Eligibility Criteria will be verified before evaluating technical specifications. 
In case bidder does not meet the criteria or CIRT comes across any information, negative feedback 
from their purchasers then the bid will not be considered for further evaluation and shall be 
rejected. 

 

TERMS AND CONDITIONS 

 

1) The bidder should be authorized service provider of the OEM (attach documentary proof). The 

authorization issued by the OEM must be valid and enclosed. 

 

2) Tender Form fee & EMD (Earnest Money Deposit) 

a. A complete set of tender documents may be downloaded by interested eligible tenderer. The 
tender form fee and EMD to be paid by two separate Crossed Demand Draft drawn on any 
Nationalised / Scheduled Bank in Favor of the Director, CIRT, and payable at Pune. For physical 
submission, the two envelopes along with technical document should be kept in one envelope 
superscribed “Tender for Renewal of Seqrite Endpoint Security Enterprise Suite Edition - Technical 
bid” to reach CIRT, Pune by last date and time of bid submission. Late tenders shall not be accepted, 
under any circumstances. The technical bid shall be opened as per schedule at CIRT, Pune in the 
presence of bidders who may like to be present. Tender without Form Fee and Earnest Money 
Deposit (EMD) will be rejected. Exemption for Form Fee and EMD under MSME will not be 
entertained. 

b. CIRT shall not be liable for payment of any interest on EMD. 

c. EMD will be refunded by cheque/DD/NEFT to the unsuccessful tenderer, after decision on the 

acceptance of the successful tenderer is taken or within 2 months from the date of opening of 

tender, whichever is earlier.  

d. EMD will be refunded by cheque/DD/NEFT to the successful tenderer only on satisfactory 

execution of Purchase Order. If the successful tenderer refuses to accept the PO with terms and 

conditions of tenders and/or as mutually agreed terms, EMD will be forfeited, and no further 

correspondence will be entertained in the matter.  In cases, where the successful tenderer does 

not convey a written acceptance of order within 15 days of date of issue of purchase order, the 

purchase order will be cancelled and EMD will be forfeited.  

 

3) Submission of Tender Documents 

a. Bidder must submit the technical bid with company stamp on every page of the tender. 

b. Only sealed technical bid can be sent either by post or courier. The responsibility of delivery of the 

bid lies entirely with the bidder.  

c. Physical submission of technical bids after due date will result in disqualification. Submission of 

Financial bid hard copy will result in disqualification of bidder. 

d. Bids will be opened in the presence of bidder’s representatives, who choose to attend on the 

specified date and time. Only one representative shall be allowed to attend. 

e. CIRT, Pune may, at its discretion, may extend the deadline for the submission of bids by amending 

the Tender Documents, in which case all rights and obligations of CIRT, Pune and Bidders previously 

subject to the deadline shall thereafter be subject to the deadline as extended. The prospective 

Bidders are advised to remain in touch with CIRT website for any update in respect of the tender. 

 

 

 

 



10 
 

4) Pre-Bid Meeting: 

• Bidders are requested to send their pre bid queries as per Annexure – ‘E’ to CIRT by email at id:  

sysadmin@cirtindia.com   The time schedule for receipt of queries and date and time of pre-

bidding is instructed at Annexure – ‘A’.   

• If a bidder does not participate or submit any query, then no subsequent representations from 

them regarding the technical specifications and terms and conditions shall be entertained.   

• CIRT, if required, shall issue Addendum / Corrigendum to Tender documents which, if issued, will 

be considered as part of Tender documents.  Bidders will have to take cognizance of these 

Addendum / Corrigendum issued and submit Addendum / Corrigendum duly signed by Authorised 

Signatory of Bidder and stamped with Company Seal along with original Tender document. In case 

Bidder fails to do so, his tender will be outrightly rejected.  

 

5) CIRT’s Right to Accept Any Bid and to Reject Any or All Bids: 

 

a. The Director, C.I.R.T. reserves the right to reject any or all the tenders or partially accept or reject 

any or all the tenders without assigning any reasons. 

b. The Director, CIRT reserves the right to reject any or all tenders in case the tenderers have put in 

their own terms & conditions.  

c. The Director, CIRT reserves the right to accept or reject any bid, and to cancel the bidding process 

and reject all bids at any time prior to placing purchase order/ contract award, without thereby 

incurring any liability to Bidders. 

d. In case of any dispute, on any account related to the said tender & or any activity related thereto, 

the Director, CIRT’s decision will be final and binding on the tenderers. 

e. In case of cancellation of tender, EMD submitted by tenderers shall be returned to the Bidders.  

f. CIRT does not bind itself to accept the lowest or any other offer and reserves the right to 

accept or reject any or all the offers either in full or in part without assigning any reason. 

 

6) Breach of Terms and Conditions: 

In case of breach of any terms and conditions as mentioned above, the Competent Authority, will 

have the right to reject the bid at any stage without assigning any reason thereof and nothing will 

be payable by CIRT, Pune in that event the EMD shall also stands forfeited. 

 

7) Validity of Offer: 

The financial bid should be valid for a period of not less than 60 days from the date of opening of 

bid. 

 

8) Delivery 

The electronic license key to be supplied within a period of one week from the date of the Purchase 

Order by the Institute, further decision if any, is at the discretion of the Director, CIRT. A penalty @ 

1.0 % of the total cost of the Endpoint Security Enterprise Suite Edition will be charged to the 

successful bidder per week or part thereof of delayed delivery subject to maximum Sixty (60) days 

after expiry of scheduled delivery date. After that the Purchase Order shall be cancelled and EMD 

will be forfeited.  
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9) Recovery of damages 

The Director, C.I.RT. reserves the right to recover the amount of loss incurred to C.I.R.T., if any 
due to non-execution of order / non-supply, damaged / short supply/wrong supply/ delayed 
delivery in any part or full, from the dues of the tenderer. 

10) Pricing: 

Price quoted shall be based on “Door Delivery” at CIRT Bhosari, Pune-411026 F.O.R. destination. 
All incidental charges such as packing, forwarding, freight and transit insurance charges shall be 
borne by successful bidder.  

11) Taxes & Duties:  

The rates of G.S.T. or any other taxes, if chargeable, shall be indicated separately or else it will be 
presumed that the quoted price is inclusive of taxes. 

12) Schedule of Payment: 

100% payment after successful activation. Payment will be released within 30 working days. 

13) Warranty 

a. The offered Endpoint Protection Enterprise Suite Edition shall strictly conform to the 
specifications & must be guaranteed for satisfactory performance & against manufacturing and 
other defects at least for a minimum period of 3 years. During the subscription period the OEM 
shall provide software / product updates free of cost. 

b. The charges for providing support and troubleshooting services by OEM / Bidder will not be 
applicable during the subscription period. 

14) Arbitration, Legal formalities Arbitration: 

In case of dispute between both the parties, same will be referred to the sole Arbitrator as per the 

Arbitration and Conciliation Act 1946 as amended by Arbitration and conciliation (Amendment) 

Act 2015. The Arbitrator will be appointed by CIRT at their discretion. The venue of the arbitration 

proceeding will be at Pune and the cost of the arbitration proceeding will be borne by each of the 

parties as to 50%. The language of the arbitration proceeding will be in English. 

 

-------------------------------------------------- xxxx xxxxx xxxxx xxxx ----------------------------------------------------------- 
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Annexure – ‘C’ 

 
UNDERTAKING TO BE SUBMITTED IN CASE BIDDER IS DISTRIBUTOR/RESELLER/DEALER OF ORIGINAL 

EQUIPMENT MANUFACTURER 
 

(To be submitted on the letterhead of the original equipment manufacturer) 
 

I / We hereby certify and confirm that we M/s. ……………… (Name of the Original equipment Manufacturer) 
hereby give undertaking that we will extend our full warranty, maintenance service and supply of spares 
during warranty period and customer support service period, in accordance with terms and conditions of 
the tender document.  
 
I/ We also certify that M/s. ……………… (Name of the Distributor/Reseller/Dealer) is our authorized 
distributor/reseller/dealer from last ---------years. M/s. ---------------- (Name of the 
Distributor/Reseller/Dealer) is associated with us and have expertise of installation, commissioning, 
maintenance and repair in most effective manner.  
 
 
Yours faithfully,  
 
 
(Signature, name and designation of the authorized signatory)  
For and on behalf of ................................  

 

(Stamp of Original equipment manufacturer) 

------------------------------------------------------------------------------------------------------------------------------------------- 

Annexure – ‘D’ 

ANTI-BLACKLISTING CERTIFICATE 

(To be Submitted on the letterhead of the Authorized Distributor/Reseller) 

 

I / We hereby certify and confirm that M/s. ……………… (Name of the Bidder) that the 

company/ any of the promoter/s / director/s are not blacklisted or barred by Government of India (GOI) 

/ any other entity of GOI or any state government/ department / local government / agency in India or 

from abroad from participating in Project/s, either individually or as member of a Consortium as on the 

(Bid Due Date). 

 

We further confirm that we are aware that our tender will be liable for rejection and EMD will be 

forfeited in case any material misrepresentation is made or discovered regarding the requirements of 

this tender at any stage of the Bidding Process or thereafter during the agreement period. 

 

 

Yours faithfully, 

(Signature, name and designation of the authorized signatory)  

For and on behalf of ................................ 

---------------------------------------------------------------------------------------------------------------------------------------- 
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Annexure – ‘E’ 

PREBID QUERIES FORMAT  

Name of Organization: ________________________________ Date: ________________  

Tender Title : Supply, installation of Core i7 Desktops 

 

Tender No.: ADM:STR:3159:MOF-26: Core i7 Desktops:2023-24                    

SI. 
No. 

Page 
no. 

Clause Suggestion / Query 

    

    

    

 

• Email to be sent to sysadmin@cirtindia.com in pdf format on or before dates specified in NIT. 

 

------------------------------------------------------------------------------------------------------------------------------------------ 

Annexure – ‘F’ 

COMMERCIAL BID FORMAT 

 


